| **Nombre del Proyecto** | SkillSetGo | **Código del Proyecto** | G1.06 | **Fecha de Elaboración** | 03/12/2023 |
| --- | --- | --- | --- | --- | --- |
| **Equipo de Trabajo** | Equipo de seguimiento | **Elaborado por** | Joaquín Restoy, Juan Antonio Jiménez Del Villar | | |

| **ID PAQUETE DE TRABAJO** | **PAQUETE DE TRABAJO** | **ID DE ACTIVIDAD** | **ACTIVIDAD** | **% COMPLETADO** |
| --- | --- | --- | --- | --- |
| 2.2.1 | Páginas de gestión | 11 | Creación de clases para el administrador.  (1h48 Florian Charrot, 7h05 Joaquin Restoy Barrero) | 100% |
| 2.2.1 | Páginas de gestión | 9 | Gestión de ventas para el administrador(Juan Antonio Jiménez Del Villar 6h) | 100% |
| 2.2.2 | Páginas de catálogo y carrito | 14 | Permitir a los usuarios agregar clases al carrito y visualizar un  resumen de las selecciones teniendo la capacidad de modificar y  eliminar las clases. (4h33) | 100% |
| 2.1.2 | Gestión de reserva de clases, pedidos, stock | 08 | Gestión de reservas  (5h Cristina Garcia) | 100% |
| 3 | Seguimiento y cierre | 21 | Seguimiento del Proyecto  (2h 45m Cristina García, Florian Charrot) |  |

**PROBLEMAS ENCONTRADOS**

| **PROBLEMA** | **PROPUESTA DE SOLUCIÓN** | **DECISIÓN** |
| --- | --- | --- |
|  |  |  |
|  |  |  |
|  |  |  |

**SEGUIMIENTO DE RIESGOS**

| **ID DEL RIESGO** | **RIESGO** | **OBSERVACIÓN** |
| --- | --- | --- |
| 1 | Riesgo de vulnerabilidades de seguridad que podrían permitir el acceso no autorizado a datos de usuarios o pagos. | La aplicación no permite la obtención o modificación de datos de usuarios a personas sin las credenciales necesarias. |
| 1 | Riesgo de robo de datos de tarjetas de crédito si no se implementan medidas de seguridad adecuadas. | No procede |
| 1 | Riesgo de caídas del sistema que podrían afectar las reservas y los pagos. | No procede |
| 1 | Riesgo de que el diseño no sea consistente en todos los navegadores, lo que puede llevar a una experiencia de usuario deficiente. | Se probó en otros navegadores y el diseño es consistente. |
| 1 | Riesgo de vulnerabilidades de seguridad si no se implementan adecuadamente las medidas de protección. | La aplicación no tiene vulnerabilidades relacionadas con obtención o modificación de datos para personas sin las credenciales adecuadas. |
| 1 | Riesgo de tiempos de carga lentos si los elementos del front-end no se optimizan correctamente. | Los tiempos de carga correspondientes a la aplicación desarrollada hasta el momento son adecuados. |